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According to the most recent Verizon Data Breach Investigations Report, 74% of Data Breaches are due
Average costof ~ to Human Error. The Security Awareness Training Market was worth $5.6 billion in 2023 and is expected
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Research Questions

Do Social Networks have an impact in security awareness training either Positive or Negatively?

Could the end user experience of Security Awareness Training be improved by utilising a platform such as Viva
Engage to replicate a Social Network like experience?

Is it possible to deliver a framework to automate the porting of training material to Microoft Viva Engage
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Early Indications, what next?

Verizon DBIR 2023 2023 Data Breach Investigations Report | Verizon
Cyber Ventures How Security Awareness Training Is Evolving (shrm.org)
Additional stats from IBM Cost of Data Breach Report 2023 “https://www.ibm.com/reports/data-breach”
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