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The correlation between identity theft 
on Irish social networks and digital 

footprints is researched in this 
dissertation. As online platforms 

grown in popularity, worries about 
data security, digital privacy, and the 
possibility of cybercriminals abusing 

personal data have grown. Irish users' 
understanding of internet security, the 

effectiveness of current security 
measures, and the degree to which 

digital footprints contribute to identity 
theft are all examined in this study.

According to the report, a sizable 
percentage of Irish users are not 

entirely aware of the consequences of 
their digital footprint, despite the fact 
that they are active on social media. 
Even with GDPR in place, the study 

also identifies weaknesses in Ireland's 
legal system for preventing identity 
theft. Case studies also highlight the 

serious financial and reputational 
harm that excessive online sharing has 

caused to people. Suggestions for 
increased user knowledge, more 
stringent laws, and cutting-edge 

cybersecurity techniques to reduce 
dangers are made in the dissertation's 

conclusion.
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Despite being an inevitable aspect of online 
life, digital footprints put people at risk for 
fraud, identity theft, and privacy invasion. 
People need to be vigilant in safeguarding 

their online presence as hackers create 
increasingly complex methods to take 

advantage of personal information.

Conclusion

Recommendation
Introduction

In this literature, we are going 
to explore how social networks 
and online communication have 

become essential part to our 
daily life. The way people 

communicate, share 
information, and create digital 
identities has been completely 
transformed by the explosive 
growth of social networking 

sites (SNS). Nevertheless, these 
platforms also present serious 
risks, especially with regard to 

identity theft.

This review also discusses 
recent research on the topic and 
identifies new hazards, patterns 
of behaviour, and preventative 

strategies as it examines the 
relationship between identity 
theft and digital footprints on 

social networking sites.

Literature Review

A mixed method 
approach will be 

used for the 
research. Analysis of 

information 
gathered from many 

sources and 
conclusions (using 

both qualitative and 
quantitative 

methods). This will 
be carried out using 

some Interview 
techniques, survey 
and secondary data 

Research Questions

1. In what ways can 
digital footprints 

make people more 
susceptible to 
identity theft?

2. Which kind of 
identity theft are 
most prevalent in 

Ireland?

3. How well do the 
security mechanisms 

in place now 
prevent identity 

theft?

4. Which legislative 
frameworks are in 
place in Ireland to 

combat digital fraud, 
and what is their 

level of 
effectiveness?

Methodology

Numerous investigations have looked into the 
connection between identity theft and digital 
footprints (Tolulope, 2020). These results offer 

insightful information, even though they are not just 
focused on Ireland.  Having read about identity theft 
from a number of perspectives, including research 

on computer security and privacy, online behaviours 
that increase or decrease the risk of identity theft, 

and the objectives and tactics of automated identity 
theft attacks. Initiatives like digital certificate 

authorisation, biometrics authentication, public key 
infrastructure, and digital identity management 
systems aim to protect data, including identity 

information. However, a comprehensive, structured 
framework for addressing identity theft detection 

difficulties has not yet been established.

Study Areas

Target Population: The study looks at young adults 
and older people in Ireland who use social media 

and conduct digital transactions.

includes information from identity theft victims, 
legal experts, and cybersecurity specialists.
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